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Prepared	by	Brian	Pate	
For	training,	assessment,	or	implementation	support	contact	us	by	leaving	a	message	at	www.softwarecpr.com	or	calling	781-721-
2921	

	
1.0	Purpose		 This	document	is	intended	as	a	job	aide	for	creating	requirements	documentation	in	compliance	with	IEC	62304	and	82304	or	developing	

procedures	or	templates.	

	
2.0	Usage		 • This	job	aide	should	only	be	applied	by	those	who	are	knowledgeable	about	IEC	62304:2006,	AMD1:2015,	and	

IEC	82034-1and	thir	proper	interpretation,	and	have	an	understanding	of	software	engineering	and	validation	principles.	Also,	
note	that	the	text	is	not	the	full	or	exact	text	in	the	standard.	

	
DISCLAIMER:	These	forms	should	not	be	used	in	place	of	the	standards	themselves	and	may	have	unintended	omissions	or	
inaccuracies	as	well	as	paraphrased	verbiage.	
	
Copyright		
©	Copyright	2017	Crisis	Prevention	and	Recovery,	LLC.	(CPRLLC),	all	rights	reserved.	SoftwareCPR®	is	a	division	of	Crisis	Prevention	and	Recovery,	LLC	and	the	
SoftwareCPR®	logo	is	a	registered	trademark.	
	
SoftwareCPR®	authorizes	its	clients	and	SoftwareCPR.com	subscribers	use	of	this	document	for	internal	review	and	training.	Any	other	use	or	dissemination	of	
this	document	is	expressly	prohibited	unless	the	document	is	provided	to	you	directly	from	SoftwareCPR®	or	you	receive	the	written	authorization	of	
SoftwareCPR®.	
	
Legal	Disclaimer		
The	training	document	example	that	follows	should	only	be	applied	in	the	appropriate	context	with	oversight	by	regulatory	and	software	professionals	with	
direct	knowledge	and	experience	with	the	topics	presented.		The	document	should	not	be	used	as	a	cookbook	or	taken	literally	without	knowledgeable	
evaluation	of	current	interpretations	and	enforcement.		
	
While	SoftwareCPR®	attempts	to	ensure	the	accuracy	of	information	presented,	no	guarantees	are	made	since	regulatory	interpretations	and	enforcement	
practices	are	constantly	changing,	and	are	not	entirely	uniform	in	their	application.		
	
Disclaimer	of	Warranties:	The	information	is	provided	AS	IS,	without	warranties	of	any	kind.		CPRLLC	does	not	represent	or	warrant	that	any	information	or	
data	provided	herein	is	suitable	for	a	particular	purpose.	CPRLLC	hereby	disclaims	and	negates	any	and	all	warranties,	whether	express	or	implied,	relating	to	
such	information	and	data,	including	the	warranties	of	merchantability	and	fitness	for	a	particular	purpose.	 
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62304:2006	 82304	 Comments	

functional	and	capability	requirements	 user	requirements	 User	requirements	may	be	a	sub-set	of	
functional	requirements,	but	could	also	include	
non-software	items	like	input	methods	(e.g.,	
touch	screen).	

software	system	inputs	and	outputs	 	 	

interfaces	between	the	software	system	and	other	
systems	

interface	requirements	 Strong	alignment	here	–	would	avoid	duplicating	
requirements	if	possible.	

	 System	requirements	 Specify	requirements	of	platform	(HW	and	OS)	
that	hosts	application.	

	 requirements	for	immunity	and	susceptibility	to	
influence	by	other	software	

Platform	may	have	other	programs	running.	

software-driven	alarms,	warnings,	and	operator	
messages	

	 	

security	requirements		 privacy	and	security	requirements	 Good	alignment	here	–	system	level	should	
consider	non-software	requirements	such	as	
computer	system	logins,	etc.	

usability	engineering	requirements	that	are	
sensitive	to	human	errors	and	training		

	 Strong	alignment	to	62366	and	FDA	guidance	for	
usability	engineering.	

data	definition	and	database	requirements		 	 Consider	decommissioning	requirements	of	
82304.	

installation	and	acceptance	requirements	of	the	
delivered	medical	device	software	at	the	
operation	and	maintenance	site	or	sites		

	 	

requirements	related	to	methods	of	operation	and	
maintenance		

requirements	for	upgrades,	software	distribution,	
and	decommissioning	

	

requirements	related	to	it-network	aspects		 	 This	category	was	a	change	in	AMD1.	Important	
to	consider	requirements	for	devices	connected	
to	networks	both	from	an	interoperability	and	
cybersecurity	standpoint.	

user	maintenance	requirements 	 requirements	for	labeling	 	

regulatory	requirements	 regulatory	requirements	 Should	be	perfectly	aligned.	

	


